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The importance of Pax Silica for India 



Understanding Pax Silica 

 
• Pax Silica is a multilateral initiative launched by the 

United States in December 2025 to secure supply chains 

of critical technologies such as semiconductors, artificial 

intelligence (AI), and rare earth elements (REEs). 

 
• The term “Pax” denotes peace, while “Silica” refers to 

silicon-based semiconductor technologies, symbolising 

a stable and cooperative global technology order. 

 
The Pax Silica Declaration emphasises three core 

objectives: 

• Reducing coercive economic dependencies, 
• Ensuring secure global technology and AI supply chains, 

and Building trusted digital infrastructure. 

 
The initiative reflects growing concerns that over- 

dependence on a single country for critical inputs can 

expose economies to geopolitical coercion. 



Global Context Behind Pax Silica 

 
• The global economy is witnessing a shift where advanced 

technologies such as AI, semiconductors, and digital 

infrastructure are becoming central to economic and strategic 

power. 

 
• At the same time, supply chains for rare earths and critical 

minerals remain highly concentrated. 

 
• China currently dominates the global supply of rare earth 

elements and processing capabilities. 

 
• In recent years, it has used export restrictions as a strategic 

tool, including suspending REE exports following tariff 

disputes with the U.S. India too faced disruptions in rare-earth 

magnet supplies, affecting its automobile and electronics 

industries. 

 
• The COVID-19 pandemic further exposed vulnerabilities of 

globally fragmented and concentrated supply chains, 

prompting countries to pursue diversification and resilience 

strategies. 



Key Members of Pax Silica 

 
• The Pax Silica grouping brings together technologically 

advanced and resource-rich countries. 

 
• Key participants include the United States and Japan as 

technology leaders; Australia as a major lithium and rare- 

earth exporter; the Netherlands for advanced lithography 

technologies; South Korea for memory chip manufacturing; 

and Singapore for semiconductor fabrication. 

 
• Israel contributes expertise in AI software, defence 

technologies, and cybersecurity, while the United Kingdom 

hosts one of the world’s largest AI markets. 

 
• Gulf countries such as Qatar and the UAE add financial 

strength through sovereign investment funds. 

 

• Canada, the European Union, OECD, and Taiwan currently 

participate as observers. 



India’s Strategic Relevance 

 
• India is not yet a formal member but is expected to be 

invited soon. 

 
• India brings several strengths to Pax Silica. 

 
• It has one of the world’s most robust digital public 

infrastructures, a rapidly growing AI market, and a large 

pool of skilled technology professionals. 

 
• The Government of India has also launched the India 

Semiconductor Mission and national AI initiatives with 

significant financial support. 

 
• Investments by Indian firms such as the Tata Group and 

foreign companies like Micron indicate growing 

confidence in India’s semiconductor ecosystem. 

 
• Additionally, a steady return of skilled Indian 

professionals trained abroad could strengthen domestic 

capabilities. 



 

 
 

 

Kill switch, insurance to fight digital arrest 

Digital Arrest 

 
• India is witnessing a sharp rise in digital 

frauds, particularly the phenomenon of 

“digital arrest” scams, leading to massive 

financial losses and erosion of trust in 

digital payments. 

 
• In response, a high-level inter-departmental 

committee (IDC) constituted by the Ministry 

of Home Affairs (MHA) is examining 

systemic solutions, including a transaction 

“kill switch” and a fraud insurance 

mechanism.. 



 
Digital Arrest’ Scams Meaning 

 
• Cyber-enabled fraud: Fraudsters impersonate law 

enforcement officials via video calls. 

 
• Victims are shown fake IDs, arrest warrants, and 

threatened with arrest. Leaked personal data is used 

to build credibility. 

 
• Social engineering: Victims are kept under 

psychological pressure for hours and coerced into 

transferring money to mule accounts. 

 
• Estimated losses: Victims across India are believed 

to have collectively lost nearly Rs 3,000 crore to 

digital arrest scams, prompting the Supreme Court 

to take suo motu cognizance of the issue. 



Key Proposals Under Consideration 

• Transaction ‘Kill Switch’: An emergency button embedded in 

UPI apps, and banking/payment applications. 

 
• Once activated all banking and financial transactions are 

instantly frozen, preventing further outflow of funds during 

suspected fraud. 

 
• It aims to create last-mile consumer protection, and real-time 

intervention in fraud scenarios. 

 
• Tracking and blocking fraudulent transactions: Exploring 

systems to identify suspicious transactions, prevent instant 

splitting of funds into multiple mule accounts, and address 

rapid laundering techniques used by fraud networks. 

 
• Fraud insurance mechanism: Proposal to introduce insurance 

coverage for fraud-related losses in banking. 

 
• Driven by increasing scale and sophistication of digital frauds, 

and recognition that traditional audits and compliance are 

insufficient. 



Key Challenges and Way Ahead 

 
• Operational complexity: Avoiding misuse or accidental triggering of the kill switch. 

 
• Technology-based safeguards – AI-driven fraud detection and transaction velocity checks. 

 
• Interoperability: Uniform adoption across banks, UPI platforms, and fintech apps. 

 
• Strengthened coordination – Banks–Insurers–Regulators–Tech platforms partnership. 

 
• Moral hazard: Risk of reduced consumer vigilance if insurance is guaranteed. 

 
• Consumer awareness – Nationwide campaigns on digital arrest scams. 

 
• Regulatory coordination: RBI, IRDAI, MeitY, and banks must act in sync. 

 
• Regulatory clarity – Clear SOPs for kill switch activation and reversal. 

 
• Legal backing – Amendments to IT and banking regulations for rapid response. 

 
• Coverage gaps: Current cyber insurance inadequate for social engineering frauds. 



 

 

 

Trump slams U.K'.s move to hand over 

Chagos Island 

Trump Attacks UK’s Chagos Islands Sovereignty 

Decision 

• Former U.S. President Donald Trump criticised the 

United Kingdom’s decision to transfer sovereignty 

of the Chagos Islands to Mauritius, despite earlier 

U.S. support, arguing it undermines national 

security and risks strategic advantage to China and 

Russia. 



Trump’s Critique and Strategic Narrative: 

• Donald Trump termed the U.K.’s move an act of “great 

stupidity“, questioning the rationale behind relinquishing 

control of a strategically vital Indian Ocean territory. 

 

• He highlighted the presence of a major U.S. naval and bomber 

base on Diego Garcia, calling it indispensable for American and 

allied military operations. 

 

• Trump argued that the decision signals strategic weakness, 

potentially emboldening rivals such as China and Russia. 

 

• Linking the issue to his Greenland remarks, Trump suggested that 

such geopolitical missteps justify stronger territorial control to protect 

national security interests. 

 

• His comments, posted on Truth Social, surprised British 

officials, as his administration had earlier backed the 

agreement 



UK–Mauritius Agreement and Political Fallout 

• The United Kingdom and Mauritius signed a deal in May 

2025, ending over 200 years of British sovereignty over the 

Chagos Islands. 

 

• Under the agreement, Mauritius gains formal sovereignty, 

while the U.K. leases back Diego Garcia for at least 99 

years to ensure continuity of the joint U.S.-U.K. military 

base. 

 

• The base hosts around 2,500 personnel, mostly Americans, 

and plays a key role in Indo-Pacific power projection . 

 

• British opposition parties criticised the move, warning it could 

expose the islands to foreign interference and weaken the 

U.K.’s strategic posture. 

 

• The U.S. government initially welcomed the deal, stating it 

secures the long-term, stable, and effective 

operation of the military facility. 
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